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一、工作简况

1、任务来源

根据公安部科技信息化局《关于下达2020年度公共安全行业标准制制订计划的通知》（公科信标准[2020]37号）的要求，由公安部交通管理科学研究所负责公共安全行业推荐性标准《公安交通集成指挥平台数据共享技术规范》（项目计划号：2020BZ102）的制定工作。2021年12月31日前完成报批稿。

目前，大数据分析建模、人脸识别、深度学习等先进信息技术的发展和应用，为公路交通安全防控提供了新的思路和方法。公安交通集成指挥平台已累计汇聚通行记录超15872亿条，为研究车辆及驾驶人出行特征规律及重点违法行为提供了数据支撑，可以较为精准地掌握每个车辆出行行为，对车辆出行特征进行智能画像，并对出行特征相似车辆群体进行标签化，结合交警、治安、反恐、刑侦等警种需求，提供车辆轨迹大数据分析研判结果的接口，可融合其他一些信息，进行更精细化的管理和服务。针对公安交通集成指挥平台建设要求，为更好服务公安其他警种业务应用，解决公安交通集成指挥平台与各地其他警种系统的数据共享难题，规范数据共享工作，需要制定《公安交通集成指挥平台数据共享技术规范》，从总体架构、车辆特征标签资源管理、接口管理、认证与鉴权、数据对接管理、数据安全管理等方面着手，为公安交通集成指挥平台与外部请求方系统数据共享提供技术规范。

2、起草单位情况

**（一）标准起草单位**

本标准负责起草单位：公安部交通管理科学研究所。

**（二）标准起草单位工作情况**

公安部交通管理科学研究所（以下简称“交科所”）：总体负责标准制订工作，组织形成标准征求意见稿、送审稿、报批稿等各个版本的标准文本、编制说明，收集全国各地公安交通管理部门的标准制订意见建议，整理标准征求意见汇总处理表等材料。

3、主要起草人及其所做的工作

本标准主要起草人为：黄淑兵、蔡岗、孔晨晨、赵磊、张沛、镇煌、尤勇、周云龙、何瑞华。各主要起草人所做工作见下表：

|  |  |  |  |
| --- | --- | --- | --- |
| **序号** | **单位名称** | **起 草 人** | **主要工作** |
| 1 | 公安部交通管理科学研究所 | 黄淑兵 | 负责标准制订技术内容的总体把握、协调，标准文本编写、统稿、校核。 |
| 蔡 岗 | 负责标准文本修改，以及编制说明、标准征求意见汇总处理表等相关材料的编写。 |
| 孔晨晨 | 参与标准文本统稿，负责组织一般要求的研究。 |
| 赵 磊 | 参与总体架构、附录部分编写工作。 |
| 张 沛 | 参与车辆特征标签资源管理部分编写工作。 |
| 镇 煌 | 参与接口管理部分编写工作。 |
| 尤 勇 | 参与认证与鉴权部分编写工作。 |
| 周云龙 | 参与数据安全管理部分编写工作。 |
| 何瑞华 | 参与附录C数据共享接口清单的编写工作。 |

4、主要工作过程

第一阶段：2020年3月至2020年7月，标准预研申请立项阶段。

向公安部科技信息化局申请标准制定立项，交科所作为起草单位，组建9人标准预备工作小组，确定人员分工，在完成数据共享实际业务需求初步调研基础上，深入研究数据安全管理的技术和规范，形成标准申报草案稿。

第二阶段：2020年8月至2020年12月，编写标准征求意见稿。

标准起草组制定项目实施计划表，收集国内数据共享技术资料，积极与吉林、西安等地市交通管理科技领域业务专家沟通数据共享应用需求与实施建议，同时，依据《公安交通集成指挥平台通用技术条件》（GA/T 1146-2019）、《信息系统通用安全技术要求》（GB/T 20271-2006）、《信息安全技术 信息系统安全等级保护基本要求》（GB/T 22239-2019）等标准和规范,完善标准申报草案稿，形成标准文件征求意见稿。

第三阶段：2021年1月至2021年7月，完善标准征求意见稿。

2021年1月至2021年5月，征求福建总队、陕西总队、无锡支队、成都支队、宝鸡支队等单位的意见，根据意见再次完善了标准征求意见稿。2021年6月至2021年7月，根据全国道路交通管理标准化技术委员会意见，修改专家意见内容，补充完善数据共享技术部分，形成了最终标准征求意见稿。

二、编制原则

（1）规范性原则

标准的制定遵循和按照国家标准 GB/T 1.1-2020《标准化工作导则第1部分：标准的结构和编写》的要求统一和规范标准的结构、表述规则、编排格式和制定程序，保证标准的严谨、准确和清晰。

（2）可操作性原则

标准在制定过程中，调研和梳理信息共享的数据流程，抽取共性，分析信息数据流转的过程及面临的数据安全风险，梳理安全控制点等，调研、借鉴现有相关标准，研究现有数据安全技术，针对数据安全风险，提出统一的数据共享技术架构，充分征求地方交警业务部门的意见，并开展了专家论证，确保标准的可操作性。

（3）一致性原则

标准的制定依据《公安交通集成指挥平台通信协议 第1部分：总则》（GA/T 1049.1—2013）、《公安交通集成指挥平台通信协议 第11部分：部省市三级指挥平台》（GA/T 1049.2—2015）、《公安交通集成指挥平台通用技术条件》（GA/T 1146—2019）等标准和规范，确保技术上尽量保障与现有标准的一致性。

三、标准内容的起草

1、主要技术内容的确定和依据

**（一）“范围”部分**

本部分规定了标准的适用范围。

**（二）“规范性引用文件”部分**

根据GB/T 1.1-2020要求，本部分列出本标准文件的主要内容中引用的所有文件和信息资源 。

**（三）“术语和定义”**

为使标准的使用者能正确理解本标准，对相关名词进行解释说明。

**（三）“数据共享技术”部分**

描述了公安交通集成指挥平台数据共享服务模块的总体架构、车辆特征标签资源管理、接口管理、认证与鉴权、数据对接管理、数据安全管理等内容进行阐述说明。

**（五）“资料性附录”部分**

本部分给出了公安交通集成指挥平台数据共享服务数据接口示例、接口返回状态码、数据共享接口清单、获取访问令牌说明及数字签名、数据解密的JAVA语言实现。

四、主要试验验证结果及分析

无。

1. 标准水平分析

标准从数据共享技术框架、数据安全保护要求方面着手，为公安交通集成指挥平台与外部请求方应用系统进行数据共享提供技术规范。目前国内相关标准如《信息安全技术 信息系统安全等级保护基本要求》（GB/T 22239-2019）、《信息系统通用安全技术要求》（GB/T 20271-2006），主要对公安交通集成指挥平台的数据共享服务模块总体架构、车辆特征标签资源管理、接口管理、认证与鉴权、数据对接管理、数据安全管理等进行了规范，本标准基于公安交通集成指挥平台建设要求，面向大数据研判应用实战，规范数据共享工作，解决公安交通集成指挥平台与各地其他警种系统的数据共享难题，服务公安其他警种业务应用，提供更精细化的管理和服务。

六、采标情况

无。

七、与我国现行法律法规和有关强制性标准的关系

无。

八、重大分歧意见的处理过程和依据

无。

九、标准性质的建议

根据《中华人民共和国标准化法》规定，对保障人身健康和生命财产安全、国家安全、生态环境安全以及满足经济社会管理基本需要的技术要求，应当制定强制性标准。本标准主要规定了公安交通集成指挥平台数据共享的技术要求，内容不涉及人民生命、财产安全、国家安全，不属于强制性标准的范围，建议为推荐性标准。

十、贯彻标准的要求和建议

建议全国道路交通管理标准化技术委员会及时组织标准的宣贯培训工作。

建议各地公安交通管理部门充分理解标准内容，结合地区实际贯彻应用该标准。

十一、废止、替代现行有关标准的建议

无。

十二、其他应予以说明的事项

无。